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SAFEGUARDING (CHILD PROTECTION) & E-SAFETY





18th March 2016
Dear Parents/Carers 
Our school recognises our moral and statutory responsibility to safeguard and promote the welfare of all our pupils. We are writing to give you some information about how we meet our safeguarding and child protection responsibilities. 
Throughout the curriculum opportunities are taken to explore safeguarding issues. If you have any questions about safeguarding, or if you would like a copy of our safeguarding policy please contact the school office. The safeguarding policy is on the school’s website. If you are concerned about the safety or welfare of your child or a child you know, you should contact us. 
We help to keep pupils safe by:

· having an up to date safeguarding policy

· having other safeguarding policies, such as anti-bullying and E- safety

· checking the suitability of all our staff to work with children

· encouraging pupils to tell us if something is wrong if they can & getting to know our children very well so that we are able to pick up when something is wrong

· adhering to health and safety regulations

· training all our staff to recognise and respond to child welfare concerns

· appointing designated staff who have additional training in child protection 
· working in partnership with parents and carers

· sharing information with appropriate agencies if we have concerns 

In a school such as Drumbeat with the range of our pupils’ disabilities, it can sometimes be difficult to know how to respond to a concern. We have a clear set of guidelines to follow from the Lewisham Children’s Safeguarding Board. In most cases a senior member of staff will contact parents or carers to discuss the concern. In some cases the concern will be reported to Social Care and/or the police. If this happens and the senior social worker or officer decides that it needs further investigation, they will contact parents/carers.  In fulfilling our safeguarding and child protection responsibilities very occasionally we may risk offending parents by discussing sensitive issues.  We apologise if we ever do this, our intentions are always to try to help to do the best for your children and young people.  We know that these responsibilities can lead to difficult discussions and involve a range of emotions.
Mobile phones and computers are a part of everyday life for many children and young people. Used correctly, they are an exciting source of communication, fun and education but used incorrectly, or in the wrong hands they can be threatening and even dangerous. Students may bring mobile phones and similar items to school, although this is sometimes discouraged. They are asked to hand these into the office and collect them at the end of the day. If students persistently use their personal mobile phones or other equipment in lessons or when following the curriculum, they may be confiscated and parents informed. This is to reduce the likelihood of inappropriate use of mobiles or texting or of children accidentally or deliberately accessing violent or sexually explicit websites. At School we teach the pupils about Internet and mobile phone safety through ICT & PSHE lessons and assemblies. As always learning is more effective when these matters are discussed at home too. If your child regularly uses the Internet at home, we would respectfully ask you to consider the following: 
· Locating the computer in a family room where it will be easier for you to supervise your child’s online activity. 

· Ensure that your child knows they should never give their full name, address and contact details to people they chat to on the internet. 

· Sensitively explain that some people they talk to on the internet may not be who they say they are and might say or do unpleasant or hurtful things. 

· Investigate whether the ‘parental controls’ available from some internet service providers will be helpful. 
· Consider installing software that can filter out inappropriate material. 

· Talk to your child about their internet use or show an interest. Ask them which sites they enjoy most, and why or do some Internet activities with them. Show you are interested, while understanding their need for some privacy. 
· Impress on your child that they can talk to you or show you if they are worried about something that has happened during their internet use. 
· Make it very clear that your child must never arrange to meet someone they have chatted to online without your permission. Their new ‘friend’ might well be a local young person of similar age, but they might not and sensitively explain that any new friend may have bad intentions. 
· For those students who regularly text or use social media (like Facebook), please speak to your child about the dangers of ‘sexting’. 
You may be alerted to question or indeed check your child’s online activity if they are: 
· spending more and more time on the internet 
· being secretive – reluctant to talk about their internet activity, closing the screen page when you are close by 
· spending less time with the family, or giving up previous hobbies and interests 
· losing interest in their schoolwork, regularly failing to complete homework 
· starting to talk about ‘new friends’ that you have not met and who do not visit your home 
· overly possessive of their mobile phone or computer – perhaps overreacting if someone picks it up or asks to borrow it 
· showing fear or discomfort when their phone rings, or quickly turning it off without answering 
Remember that none of these signs could indicate that your child is at risk in any way, but if you notice anything that confuses or worries you, you may try talking things over with them. If you are still concerned contact us at school. We are always here to help you if needed.
Please forgive us if we appear to be overly cautious about the potential risks of the internet, but we all know how vulnerable our children and young people are. We know that you always strive to keep your children safe and please be reassured that we strive to do the same.

Yours sincerely,

Carl Edwards

Deputy Headteacher
The school’s Designated Safeguarding Lead is:

 Carl Edwards (Deputy Headteacher)

Deputy Safeguarding Leads are:

Katie Cornell (Deputy Headteacher)

Sandra Taylor (Head of KS4)

Denise Gallagher (Head of Primary)
Deputy Safeguarding Lead (for Brockley) 

Charles Linley-Adams (Head of KS5)

Deputy Safeguarding Lead (for Extended Services)

Sheryl Aitcheson-Labaar (Manager Extended Services)
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